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From LWE or iO

Multi-Key Homomorphic Secret Sharing[CDHJSS’16]

From DCR
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Assumptions Input 
Succinct

Function 
Succinct

Comments

Succinct HSS [ARS’24] LWE / DCR ✓ ✓ Vector OLE Functions

SMS (this work) LWE ✓ ✓ All functions

SMS (this work)  iO + SSB Hash ✓ ✓ Batch functions

Concurrent work [AMR’25] LWE ✓ ✓ Near-optimal 
parameters
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SMS

Trapdoor hash functions Correlation-Intractable 
Hash Functions

Rate-1 FHE
Succinct Secure Computation 

with Long Outputs

First construction supporting all functions

Alternative iO-based construction of 
Hubacek–Wichs [HW’15]

Generic compiler from any FHE scheme

Generic compiler from LWE
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Ingredient I: FHE from LWE with “nice” decryption

46“Near linear decryption”



Building blocks from [GVW’15]:

●                                         . 
Input: CRS and a circuit
Output: a public matrix    

●                  
Input: CRS,              ciphertexts, the circuit      and public input     where: 

   

Output: a ciphertext    
47

Ingredient II: GVW Evaluation Algorithms 
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Lemma (Rounding of Noisy Shares): 
Assuming LWE with superpolynomial 
modulus-to-noise ratio, rounding of two 
noisy shares results in additive shares.
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BobAlice

87

Building SMS with Input Succinctness



Long outputs?



Long outputs?
Too long to explain; 

Idea: “Bootstrap” from SMS for vector OLE [ARS’24]



Questions?
Email: 3s@mit.edu
ePrint: ia.cr/2025/096

http://eprint.iacr.org/2024/1079.pdf
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